**Introduction for literature review**

Distributed denial of service (DDOS) attack is a very serious attack that can cause severe problems to target machines and the system [1]. Providing several practical approaches to prevent DDOS attack from happening can be beneficial to the machine as well as the whole IT system. If the DDOS attack happens in the telephony system, the target machine may be out of service, which leads people unable to use telephony system [2]. In my research, I will utilize machine learning to try our best to stop the DDOS attack happening in the telephony system so that the machines and the entire system can be protected.

Most of the recent researches of this topic involve predicting DDOS attack by using some artificial intelligence techniques like machine learning. They use algorithms in machine learning to predict the DDOS attack as precise as possible [3][4]. However, there are still a few papers focusing on using some methods to reduce the influence of the DDOS attack. These papers use algorithms to make intrusion detection system more effectively [5][6]. My research involves using machine learning algorithms to prevent DDOS from happening in the telephony system so that the target machine and system will be safe from being attacked.

In this literature review, I will discuss some related works that have been done on this topic. First, I will discuss the methods mentioned in related papers that can be used to predict the DDOS attack. These algorithms are based on machine learning techniques in order to predict the time and the extent of DDOS attack when it happens. After mentioning the machine learning ways that can predict the attack, I will then present some other methods to help to reduce the effect of the DDOS attack, which is mentioned in some other papers. Besides, I will explain what my research does and why it is different from the previous papers.
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